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Technical & Functional 
Specifications 
A-1 

The solution must be deployable in a production 
on-premises/on-premises Private Cloud/India 
based Public cloud / Public-Private Hybrid India 
based Cloud environments. 

The solution must be deployable in any one of the following method
on-premises/on-premises private cloud/ India based public cloud/ 
public-private hybrid India based cloud environments. However, all 
infrastructure cost (Software, Hardware, License etc.) shall be borne 
by the bidder. 
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Technical & Functional 
Specifications B-2 

The cloud instance must be in India region only 
and dedicated to the SBI. 

In case the proposed solution is SaaS based, the cloud instance must 
be in India region only and dedicated to the Bank. 
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Technical & Functional 
Specifications 
E-2 

Executive dashboard and reports should be 
available in the solution which can be 
customized as per Bank’s requirement. 

A single product/solution to be delivered to Bank so that a holistic 
view of Breach and Attack Simulation can be achieved at Bank/ 
Enterprise level. Also, the proposed solution equipped with 
capabilities of execution of the all assessments, reporting and dash 
boarding within itself which can be customized as per Bank’s 
requirement. 
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Appendix-F Onsite support 
(i) 24x7x365 

Tech Support  
24x7x365 
(In case Bank desired onsite support for any critical issues, Bidder 
must align the resource(s)) 
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Appendix-M Value of Work Order (In Lakh) (only single work 
order) 

Value of Work Order (In Lakh (in INR)) (only single work  
order wherein it is not restricted by NDA(Non-disclosure Agreement))

 


