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J.7. Networking: State Bank Connect, the Wide Area
Networking (WAN) project of the Bank, is capable of
carrying data, voice and video in a secure way. All
Applications requiring connectivity now ride on the
State Bank Connect backbone. A total of 14625
branches / offices have so far been brought under State
Bank Connect.

Miscellaneous Operations
K Risk Management & Internal controls
L Business Intelligence
M Customer Service & Community Services Banking
K. RISK MANAGEMENT & INTERNAL
CONTROLS

RISK MANAGEMENT IN SBI
K.1. Risk Management Structure

e Anindependent Risk Governance structure in line
with the international best practices has been put
in place in the Bank. In view of the growing
volume and complexity in business, risk
management has assumed critical importance.
Accordingly, the Bank has elevated the risk
function to Board level by appointing the
Managing Director as Chief Risk Officer to ensure
this crucial function gets the importance it
deserves.

e The Bank has Board approved policies and
procedures in place to measure, manage,
mitigate various risks such as Credit, Market,
Operational, Liquidity, and Interest Rate Risks
across all its portfolios.

e The Risk Management Committee of the Board
oversees the policy and strategy for risk
management. In addition, various Risk
Committees, namely the Credit Risk Management,
Asset Liability, Market Risk Management and
Operational Risk Management Committees are in
place to monitor risks in their respective areas on
an ongoing basis.

K.2. Migration to Basel Il

e The Bank, as per RBI Guidelines, has migrated to
Basel Il as on 31st March 2008 with the
Standardized Approach for Credit Risk and Basic
Indicator Approach for Operational Risk, having
already implemented Standardized Duration
Method for Market Risk with effect from
31.03.2006. Simultaneously, processes have been
set in train for fine-tuning Systems & Procedures,
Information Technology capabilities and Risk

Governance Structure to meet the requirements
of the Advanced Approaches.

K.3. Credit Risk Management

e Credit Risk Management processes encompass
identification, assessment, measurement,
monitoring and control of the credit exposures.

e The Bank has multiple Credit Risk Assessment
models in place covering Manufacturing, Trade,
Non-Banking Financial Corporations, Banks and
Primary Dealers. The Credit Risk Models
developed for Manufacturing and Trading sectors
have been refined to conform to the requirements
under Advanced Internal Based Approach of
Basel II. The other models are also being reviewed.

e The Bank conducts Industry studies to assess the
Risk prevalent in each industry and also gives
guidelines to operating functionaries in lending
to these industries. Industry wise exposure limits
are fixed and monitored regularly.

e The Bank manages its portfolio of loan assets
with a view to limiting concentrations in terms
of risk quality, geography, industry, maturity and
large exposure.

K.4. Market Risk Management

e Market risk is the risk that the value of the “on” &
“off” balance sheet positions of the Bank will be
adversely affected by movements in market
variables viz: interest rates, exchange rates, equity
and commodity prices.

e Market Risk Management is governed by Board
approved Policies for Investment and Trading in
Bonds, Equities and Foreign Exchange. The
identification, measurement, monitoring and
reporting of Market Risk is done by the Market
Risk Management Department which is a part of
the independent Risk Governance Structure of
the Bank.

e Exposure, Stop loss and Duration limits have been
prescribed. These limits along with other
management action triggers, are tracked daily and
necessary action initiated as required to control
and manage Market Risk.

e In addition, Value at Risk (VaR) is generated on a
daily basis for the purpose of close monitoring. Back
testing of VaR numbers is also carried out to validate
these measurements. The portfolio is also subjected
to Stress testing under various scenarios so that a
proper understanding of the potential losses under
extreme price movements is always kept in view.
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K.5. Operational Risk Management

e Operational risk is the risk of losses resulting from
inadequate or failed internal processes, people
and systems or from external events. Operational
risk includes legal and regulatory risk but
excludes strategic and reputational risks.

e The Bank manages Operational risks by putting
in place and maintaining a comprehensive system
of internal controls and policies. The Operational
Risk Management Policy of the Bank establishes
a consistent framework for systematic and
proactive identification, assessment,
measurement, monitoring, and mitigation of
operational risk. The policy applies to all business
and functional areas within the Bank, and is
supplemented by operational systems, procedures
and guidelines which are periodically updated.

e All key processes, risks and controls are
documented and periodic assessments of risks
and controls are carried out. The Bank has
initiated steps for creation of a loss database with
a view to graduate to Advanced Measurement
Approaches under the Basel Il Guidelines.

e The objective of the Bank’s Operational Risk
Management is to continuously review systems
and control mechanisms, create awareness of
operational risk throughout the Bank, assign risk
ownership, alignment of risk management
activities with business strategy, and ensuring
compliance with regulatory requirements.

K.6. Asset Liability Management

The Asset Liability Management (ALCO) of the Bank
is engaged in evolving appropriate systems and
procedures for ongoing identification and analysis
of Market Risk which comprises mainly the Liquidity
Risk Management and Interest Rate Risk Management.
It also conducts a detailed Behavioural Analysis of
the components of Assets & Liabilities besides
Balance Sheet simulation, on an on-going basis.

The Market Related Funds Transfer Pricing (MRFTP),
a scientific internal funds transfer pricing, evolved a
asupplement to Assets Liability Management (ALM)
has been rolled out to all branches under National
Banking Group (NBG) from 1%t April 2007, thus
covering all branches of the Bank under the revised
transfer pricing from 1%t April 2007. The revised
transfer pricing helps in ascertaining the true
profitability of branches by comparing the product
prices with the market rates.

K.7. Country Risk & Bank Exposure

Prudent exposure risk management is being ensured
by setting up appropriate bank exposure limits —
product-wise, on a large number of Foreign Banks.
Substantial counterparty bank limits for handling
letters of credit, bank guarantees, forex and money
market activities are in place. Limits are also set up
for Investment/ Lines of Credit related exposures on
acceptable banks, in order to clear bankable
propositions.

The Country Risk Management Policy, in line with
RBI guidelines for setting up country exposure limits,
is in place, and the overall country risk for the Bank
as a whole is monitored on a regular basis.

K.8. Internal Controls

K.8.1 The Bank has an in-built internal control system
with well-defined responsibilities at each level. The
Inspection & Management Audit Department of the
Bank carries out 3 streams of audit, viz. Inspection
and Audit, Credit Audit and Management Audit,
covering different facets of the Bank’s activities.

K.8.1.1 Inspection and Audit

Risk Focused Internal Audit (RFIA), an adjunct to
risk based supervision, as per RBI directives, was
introduced in the Bank’s audit system on 01.04.2003.
All domestic Branches have been segregated into 3
groups on the basis of business profile and risk
exposures, and are being subjected to RFIA.

K.8.1.2 Credit Audit

Credit Audit aims at achieving continuous
improvement in the quality of the Commercial Credit
portfolio with exposures of Rs.5 crore and above. Duly
aligned with Risk Focused Internal Audit, it examines
the probability of default, identifies risks and suggests
risk mitigation measures.

K.8.1.3 Management Audit

Management audit has been reoriented to focus on
the effectiveness of risk management in processes and
procedures. Management Audit of six Circles was
taken up and completed during the current year.

K.9. Vigilance

Vigilance Department of the Bank oversees 3 primary
aspects of vigilance: Preventive, Detective and
Punitive. This is achieved through various means,
i.e through linkages with the training system,
customer education, Inspection & Audit Department,
as well as suitable incentive schemes.
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